Please encrypt your computer (and other potential devices)

New Policies here at the University require Health Sciences devices that have access to University Resources be encrypted. This applies to personal and work laptops, flash drives, external hard drives and other external removable media regardless of their location and intended purpose. The scope of what is required to be encrypted will eventually include all desktop computers and potentially other mobile devices as well. Devices will be regularly audited and individuals using devices that do not comply with these new policies will be blocked from University Networks until found in compliance.

Examples of Acceptable Encryption Software:

PC: BitLocker
Mac: FileVault 2 (OS X 10.7 Lion and above), Disk Utility

Here is a link to aid you in achieving compliance with the policy. You must be on campus to use this link:

http://it.genetics.utah.edu/groups/encryption/

There will be several options with tutorials to choose from.

*Be aware that the instructions are only viewable on-campus.

I have read and understand the policies regarding computer encryption.

My computer was encrypted on this
date:________________________________________

Print Name: _________________________________

Sign:___________________________________